***مختبرات بيرون لمضادات برمجيات التجسس***

***تقرير المسح***

*نسخة البرمجية: 1.10.2*

*الإصدار الرئيسي: 01/16*

*روتين المسح: عميق*

*روتين تجريبي: مفصل*

***تاريخ المسح: 29 سبتمبر 2017***

*مُعرِّف مسح الشبكة:* FBA HQ LAN

*نطاق الشبكة:* 10.0.1.1 – 10.0.2.256

***ملخص المسح***

*مهمة المسح: كشف البرمجيات الخبيثة / برمجيات التجسس*

*تهديدات برمجيات التجسس المكشوفة: 1*

*نوع برمجية التجسس التي تم العثور عليها:* FlexiSpy/Spytech

*عمليات الشبكة الخاضعة للمسح: 20145*

*عمليات الشبكة المتأثرة بالفيروس: 4*

*الملفات الخاضعة للمسح: 152789*

*الملفات المتأثرة بالفيروس: 4*

*مفاتيح التسجيل الخاضعة للمسح: 4578*

*مفاتيح التسجيل المتأثرة بالفيروس: 124*

*برمجيات التجسس المكشوفة على الجهاز المحلي: 4*

*معرف الجهاز المحلي: جورجس(*Grgs*)، يورغوس (*Yorg*)، أرتميدا (*Artemida*) نوفاس (*Novas*)*

*عناوين بروتوكول الإنترنت للأجهزة المحلية:*

* *جورجس(Grgs)* 10.0.1.15
* *يورغوس (Yorg)* 10.0.1.148
* *أرتميدا (Artemida)* 10.0.2.10
* *نوفاس (Novas)* 10.0.1.150

*تاريخ الشروع في المسح: 29/09/2017 على الساعة 15:05*

*تاريخ الانتهاء من المسح: 29/09/2017 على الساعة 18:25*

*المدة الإجمالية للمسح: 3 ساعات و20 دقيقة*